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Notice Regarding Unauthorized Access by Ransomware at an Indonesian Subsidiary 

 

We, SIIX Corporation, have confirmed that on November 18, 2021, our Indonesian manufacturing subsidiary, PT. SIIX 

EMS INDONESIA (hereinafter referred to as "SEK"), had its internal server and PC terminals got unauthorized 

accessed by a third-party using ransomware.  

There is a possibility that SEK’s customer’s product information has been encrypted and leaked outside the company, but 

as of now, we have not confirmed the fact that such information was leaked. Furthermore, we have reported this matter 

to the competent police in Japan and Indonesia. 

At present, SEK's production activities have not been interfered with, but we have set up a countermeasure team with an 

external organization to prevent the spread of the ransomware infection by blocking the affected internal servers and PC 

terminals from the network, and are working to identify the infection process and the affected area and restore these 

servers and PC terminals. 

 

We would like to express our sincere apologies for any concern or inconvenience this may cause, and we will make an 

announcement as soon as we get more details. 


